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Abstract of the contribution: This paper intends to update solution #6 with ATSSS rules related to the convergence method (MP-TCP Proxy, MP-QUIC Proxy, etc) to be used by a data flow, with details on the access used to send measurement reports, with details requested by editor’s notes. It also discusses reflective steering/splitting decisions versus UL/DL independent decisions.
Discussion
Should ATSSS rules be carried over user plane?

 In the proposal from Broadcom in S2-184476, which is now documented as solution #1 in the TR, it was proposed to negotiate the switching method via a protocol (MACM) in the user plane terminating in UPc-AT3SF.
As we understood, UPc-AT3SF in solution #1:

1. is responsible for sending measurements thresholds to the UE and, based on received traffic usage reports from the UE and on network policies provided by the SM-AT3SF via N4 interface, for steering/splitting the traffic over available accesses. This is in line with solution #6,
2. but that it is also responsible for setting up the multi access connectivity through UPu-AT3SF and to (re)negotiate the “Convergence Method” for an IP flow (e.g. Loose Aggregation, GRE Aggregation, MP-TCP Proxy, MP-QUIC Proxy, etc), the associated Convergence Method Parameters, the Connection Type (e.g. NR, WLAN, etc.), the Transport Method (e.g. UDP tunnel, IPSec Tunnel with NULL encryption, etc.), and the Transport Method Parameters (e.g. Tunnel endpoint IP address and port).
We don’t believe that the (re)negotiation of the “Convergence Method” is necessary: it has been explained that MP-TCP requires large buffering and that when a UE is always connected, it is not possible to know in advance if there will be enough buffering in the UPF when traffic mapped to MPTCP starts, and there might be overflow in the UPF. But such issue is solved by MPTCP and there is nothing more to do. 
We believe that the ATSSS rules, including the mapping between and IP flow and a Convergence Method should be assigned at the PDU session establishment via NAS procedure (like USRP rules). If there is a policy change, for specific reasons, it can be performed via NAS as well: there is no requirement to be very dynamic.
In conclusion, the principle is simple: it consists in:
· carrying ATSSS rules (including the Convergence Method for the data flow) via NAS;

· carrying Measurement Thresholds and Measurement Reporting over user plane.

Way forward: Instead of carry ATSSS rules via user plane, it is proposed to carry them over NAS. This includes: the Convergence Method, the associated Convergence Method Parameters, the Connection Type (e.g. NR, WLAN, etc.), the Transport Method (e.g.  UDP tunnel, IPSec Tunnel with NULL encryption, etc.), and the Transport Method Parameters (e.g. Tunnel endpoint IP address and port) via NAS.
Should the measurements be sent when the UE is at the edge of a cell?

In solutions #1 and #6, the UPc-AT3SF sends measurement thresholds to the UE, in order for the UE to report measurements when the radio environment on the access is degraded in order for the UPc-AT3SF to take steering/splitting decisions in advance. It was commented that sending measurement reports over a degraded access may lead to draining the battery (high transmission power, retransmissions). It is proposed to send the measurement reports on the best access: these measurements will anyway be routed to the Anchor UPF.

Way forward: it is proposed to mandate the measurement reporting to be sent by the UE over the best access.
Should we have reflective method rather than asymmetric method? 

Reflective method consists in not reporting measurements from UE to network, but instead to mandate the network (Anchor UPF) to route the DL packets over the same access as the UL packets. 

This is not flexible. There are use cases when the DL and the UL capacities are different. There are use cases when it is beneficial to send the DL traffic via both accesses (e.g. 3GPP access and WLAN access) but with the UL traffic only using 3GPP access (this boosts the DL throughput while avoiding the degradation of WLAN performances in UL due to multiple UEs trying to get simultaneously uplink WLAN resources).
There might also be cases when the repartition between accesses in UL and in DL are different. For example, 30% traffic via 3GPP access and 70% via non-3GPP access for DL, but 60% traffic via 3GPP access and 40% via non-3GPP access for UL. 

Reflective method cannot be mandated. It might just be a possible fall-back option.

Way forward: it is proposed to allow independence between UL and DL switching/splitting decisions. 
Proposal

It is proposed to update TS 23.793 as follows.
FIRST CHANGE
6.6
Solution 6: Architecture framework with ATSSS rules via NAS and Access Agnostic Reporting Control Protocol via user plane

6.6.1
Architecture framework Description

In terms of architecture requirements for this solution, the proposed ATSSS architecture framework is similar to solution #1 as described in clause 6.1.
6.6.2
Functional Description

The functional description is similar to solution #1 as described in 6.1.1, with the following entities:

-
User Data Repository for Access Traffic Steering Switching and Splitting Function (UDR-AT3SF).

-
Policy Control Access Traffic Steering Switching and Splitting Function (PC-AT3SF).

-
Session Management Access Traffic Steering Switching and Splitting Function (SM-AT3SF).

-
User Plane Access Traffic Steering Switching and Splitting Function (UP-AT3SF).

-
UE Access Traffic Steering Switching and Splitting Function (UE-AT3SF).

However, the measurement reports are not sent from UP-AT3SF to CP-AT3SF: UP-AT3SF at the Anchor UPF (other UPF are transparent) is the entity that decides which access a IP flow shall use or be moved to.
The solution consists in: 

· carrying ATSSS rules via NAS;
· carrying Measurement Thresholds and Measurement Reporting over the user plane (that require fast steering/splitting decisions).
The protocol between the UE and the UP-AT3SF at the Anchor UPF ("Access Agnostic Reporting Control Protocol") allows the network to configure measurement thresholds and reporting timers in the UE, and the UE to send the measurement reports to UP-AT3SF.

A Data Flow defined by a set of TFTs can be split on both accesses, but all packets of an IP flow are sent on a single access. This does not preclude an IP flow to be switched to the other access if needed due to e.g. path quality. Hence, no sequence numbering is proposed in this solution.

6.6.3
Procedures

6.6.3.1
ATSSS Policy Control (via NAS)
ATSSS policies for UL traffic are carried from PCF to UE over existing NAS SM procedures when a new PDU session is established or modified. ATSSS policies for DL traffic are carried from PCF to UPF via SMF.

ATSSS policies for a certain data flow (SDF or PDU session) contain:

-
the TFT corresponding to the traffic to which the policies apply, and

-
either the preferred access together with an indication on whether fall-back access is allowed/not-allowed,

-
or, if there is no preferred access, the traffic load distribution to apply between accesses. Each access is assigned a weight factor (e.g. 50%) and receives a percentage of the SDF traffic corresponding to this factor.


ATSSS policies may also contain information about the splitting/switching method for the data flow: 

-
the Convergence Method (e.g. Loose Aggregation, GRE Aggregation, MP-TCP Proxy, MP-QUIC Proxy, etc) and the associated Convergence Method Parameters,
-
the Connection Type (e.g. NR, WLAN, etc.),
-
the Transport Method (e.g. UDP tunnel, IPSec Tunnel with NULL encryption, etc.),
-
the Transport Method Parameters (e.g. Tunnel endpoint IP address and port) via NAS, and
-
the IP address and UDP port of the UPc-AT3SF.
6.6.3.2
Measurement Configuration and Reporting Control Procedure (via User Plane)
This procedure describes how and when the network configures measurement thresholds and reporting timers in the UE, and how and when the UE sends the measurement reports to the network, using the Access Agnostic Reporting Control Protocol (AARCP).

The AARCP messages are carried over UDP in IP between the UE-AT3SF and the UPc-AT3SF and the protocol is access independent. A specific UDP port is assigned for AARCP. 

As in the user plane, AARCP messages are integrity protected over the radio (at PDCP layer in 3GPP access and at IPsec layer in non-3GPP access). It is assumed that the RAN and the N3IWF are trusted and connected to the CN nodes in a secure way.
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Figure 6.6.3.2-1: UE-AT3SF measurement configuration and reporting procedure

1.
UP-AT3SF at the Anchor UPF sends AARCP Config Request (list of (threshold low, threshold high, reporting period)) to the UE. This is performed at least when the user plane is established, hence triggered by SMF. The UP-AT3SF may also send AARCP Config Request at any point in time when the UE is in connected mode.


There may be one or several sets of (threshold low, threshold high, reporting period). This allows the network to adjust the reporting period.

2.
The UE acknowledges with AARCP Config Response. Repetitions may occur if the UE does not acknowledge, but this is a stage 3 matter.

3.
The UE performs appropriate measurements and compare them to configured thresholds.

4.
The UE sends AARCP Measurement Report (access type, set of measurements) to the UP-AT3SF. When a threshold low/high is reached, the UE adapts its measurement reporting period.

The AARCP Measurement Reports are sent over the best access to avoid retransmissions and high transmission power when the UE is at the edge of the cell in that access.

The measurements and the associated thresholds need to be independent from the UE implementation, in order to avoid two UEs in same radio conditions to report different measurement values. Also, these measurements should be agnostic to the access. Measurements can be for example:

-
Round Trip Time. For this, some AARCP Echo Request and AARCP Echo Response need to be exchanged between the UE and the network. This measurement may be used by UP-AT3SF for certain applications that are sensitive to latency. For example, voice can support a bit error rate up to 10-2 but the latency should be small. UP-AT3SF can also use the RTT variation to detect that the access is degrading but this should be taken with care as it will happen at cell changes.

-
Loss Ratio. Whether this parameter is bit error rate or packet error rate is to be assessed during the specification work and by stage 3. This measurement may be used for certain applications that are sensitive to loss. For example, data can support a latency up to 100 ms but the Loss Ratio should be smaller than 10-6.

Editor's note
:
How the UE calculates the loss ratio is FFS.

-
Available Bandwidth Ratio. This represents the ratio between the bandwidth available at the access and the bandwidth available on the sum of the two accesses. This parameter may be used for the distribution of the IP flows of the data flow between the two accesses.

Editor's note
:
How the UE evaluates the available bandwidth ratio is FFS.
Thresholds can be for example:

-
Threshold 0: RTT = 0 ms (i.e. all the time); reporting frequency = 30 seconds.

-
Threshold 1: Loss Ratio = 10-6; reporting frequency = 5 seconds.

-
Threshold 2: RTT = 300 ms and Loss Ratio = 10-3; reporting frequency = 1 second.

6.6.3.3
Control plane protocol stack between UE-AT3SF and UP-AT3SF
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Figure 6.6.3.3-1: UE-AT3SF UP-AT3SF control plane for 3GPP access
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Figure 6.6.3.3-2: UE-AT3SF UP-AT3SF control plane for non-3GPP access

6.6.4
Impacts on existing entities and interfaces

This solution will impact the following entities in 5GS:

-
SMF

-
PCF

-
UDM

-
UPF

-
UE

NEXT CHANGE
END OF CHANGES
3GPP
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